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Network Box provides comprehensive
solution to secure and protect your
virtual environment.

Security for your cloud can be complex,
Network Box makes it simple

Network Box offers multi-award winning
cyber security for virtualized environ-
ments, with our range of virtual security
appliance which can be deployed to
your network as UTMs or WAFs (Web
Application Firewalls).

Our virtual security appliances scan all

incoming and outgoing traffic and

protects your virtual network from both

incoming threats from the Internet (e.g.

intrusion attempts, zero-day threats, Network Box

infection by trojans, viruses and other Virtual Security Appliance

malware, spam, denial of service, etc),
and outgoing threats from your business
(e.g. by blocking leakage of important
information, denying access to non-
work related or undesirable web sites
and applications, etc).
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It may look like a product,
but it is actually a service

The difference between Network Box and
other virtual security appliance providers, is
that Network Box offers fully managed cyber
security service. Meaning, once our virtual
security appliance has been installed in your
virtual environment, we remotely monitor,
manage and protect your network 24 hours
a day, 7 days a week, 365 days a year, via
our 16 SOCs (Security Operations Centres)
spread across the globe.

Network Box analyses over 800 million
statistical data packets each day, cooper-
ate with more than 70 security partners, and
operate over 250,000 virtual honey-pots
deployed in the cloud. So if there is a new
threat detected, we can automatically
PUSH out and install security patches in an
average time of less than 45 seconds.

Easy deployment and
peace of mind

As part of our managed security services, Network Box
will configure and deploy your virtual security
appliance in your virtual environment, for you.

Four easy steps:

Network Box will discuss your network N -

N

settings, your company policy rules, and .
security configurations. «® Virtual Environment
(]

Network Box will provision your virtual
security appliance and deploy the image
disk to your virtual environment.

Once the virtual security appliance
has been deployed, the SOC will remotely
configure it.

When configuration is completed, your
virtual security appliance is ready to use.




PUSH Technology

Hybrid Firewall

Intrusion Detection and Prevention (IDP)

Virtual Private Network

(VPN)

Data Leakage Protection

(DLP)

Anti-Spam

Anti-Malware

Zero-Day Threat Protection
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Web Content Filtering

Application Identification and Scanning

Secure Socket Layer (SSL) Proxying

Anti-Distributed Denial of Service

(Anti-DDoS) Protection

Web Application Firewall
(WAF)

Entity Management

IPv4 to IPv6 Bridging

Network Monitoring
and Reporting



